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Abstract 

We produce LIME, one for charged with low frequency across more than one entities. We 

present a standard proof progeny formulate activity (LIME) that results drift transversely a 

couple of entities. In several instances, tag of the leaker is observed due to rhetorical 

techniques. The proposed methods will discover the simplified non-repudiation and loyalty 

assumptions of the prototype. Then estimated measures will be spread at intervals of two 

entities. Generally, the LIME approach is more suitable for radio band, to turn into a key walk 

vis-à-vis achieving liability voluntarily. The very important feature about the prototype is it 

enforces answerability explicitly. 

I. Introduction 

The internal servers and public serves needs security for the sensitive 

data [1]. To provide the security, the automated procedure is demanded in 

now a days for providing the security from the hackers. The servers auditing 
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process is also demanded for identifying the problems in the network. The 

security of the network majorly focuses on the identification of vulnerabilities 

[2]. These vulnerabilities will make the malfunctioning of the network and its 

database. The capacity of the network is found to be enhanced with 

millimeter wave based communication [3]. It includes the opportunistic relay. 

This relay is used for connection and secrecy outage probability. The security 

for the digital includes the coverage of leakage of sensitive information [4]. 

For this, the data lineage approach is introduced to provide the security. An 

accountable data transfer protocol is needed further for the development of 

the process. The theft of sensitive information leads to Data ex-filtration [5]. 

The existing sandbox approaches are failed to provide the security for the 

networks. The role based privilege isolation protocol is found to be prominent 

for the data security. The security for the RFID based networks requires 

additional measures for providing the security [6]. The Confidential 

Synchronized Anti-Tag Cloning approach is found to be efficient for RFID 

based networks. It involves the estimation of Synchronous Secret measures. 

The security environment for the network includes the encryption mechanism 

[7]. Among various encryption techniques, ElGamal technique is found to be 

efficient. It is found to be prominent for intrusion detection system. The 

security for Internet of Things (IoT) based networks is demanded in now a 

days [8]. The security should be provided between machines for 

communication. 

II. Methodology 

The architecture of the proposed system is shown in Figure 1.  

 

Figure 1. System Architecture. 
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The security of the network by using LIME is shown in Equation (1). 
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The approach uses the KL regularizer for anomaly contribution. 

III. Results and Discussions 

The proposed method is compared with the existing methods and the 

results are shown in Figure 2. The results indicate the efficacy of the 

proposed method. 

 

Figure 2. Comparison of Proposed and existing methods. 

From the results, it is evident the proposed method is having efficient 

performance measure than the existing ACE and LIME methods.  

IV. Conclusion 

We produce LIME, one for charged with low frequency across more than 

one entities. We present a standard proof progeny formulate activity (LIME) 

that results drift transversely a couple of entities. In several instances, tag of 

the leaker is observed due to rhetorical techniques. The proposed methods 

will discover the simplified non-repudiation and loyalty assumptions of the 

prototype. Then estimated measures will be spread at intervals of two 

entities. Generally, the LIME approach is more suitable for radio band, to 

turn into a key walk vis-à-vis achieving liability voluntarily. The very 

important feature about the prototype is it enforces answerability explicitly.  
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The existing ACE and LIME methods are suffers with problem of 

sensitive information leakage. To overcome this problem, the present paper 

proposes a novel approach based on LIME for enhancing the performance of 

the network. The results indicate the efficiency of the proposed method.  
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